January 24, 2011

This briefing is not classified

UNCLASSIFIED
Purpose

Conduct (multi-discipline) Protection Assessment & Assistance Visit of USSOUTHCOM using a multi-hazard approach to accomplish the following goals:

- Assess application and administration of major protection programs (i.e., personnel, information, industrial & physical security, management, information assurance and cyber security, antiterrorism & crisis management, operations security)
- Provide immediate feedback and staff assistance (e.g., specialized training, tutorials, special assessments or surveys, etc.)
- Provide USSOUTHCOM Commander a consolidated risk assessment with a prioritized list of recommendations
- Assist in correcting identified problems
Focus Areas

- Antiterrorism/Force Protection (AT/FP)
- Physical Security / Security & Police Operations
- Crisis Management
- & SAP Management
- Personnel Security
- Information Security
- Industrial Security
- Counterintelligence
- Technical Security
- Operations Security (OPSEC)
- Security Training & Awareness
- Information Assurance
Special Considerations

- Focus on HQs site – no visits to subordinate commands
- Emphasis on physical security
  - Access control systems
  - Emergency power
  - Technical Services
- SIPRnet & NIPRnet
- Crisis Watch Center (RE proposal to co-mingle non-indoctrinated personnel in a environment)
Assessment Methodology

- What We Do...
  - Review Procedures
  - Observe Operations or System Tests
  - Physically Inspect Facilities
  - Ask Questions

- What We Don’t Do...
  - Conduct Exercises or Drills
  - Set Off Alarms

- Deliverables...
  - Training, Tutorials, Consultations, and Special Services as requested
  - Out-brief of Findings and Recommendations
  - Final Report to Cdr, USSOUTHCOM
# Visit Schedule

<table>
<thead>
<tr>
<th>Day 1 Jan 24</th>
<th>Day 2 Jan 25</th>
<th>Day 3 Jan 26</th>
<th>Day 4 Jan 27</th>
<th>Day 5 Jan 28</th>
<th>Day 6 Jan 31</th>
</tr>
</thead>
<tbody>
<tr>
<td>Team arrives</td>
<td>Team arrives</td>
<td>Team arrives</td>
<td>Team arrives</td>
<td>Majority of Team</td>
<td>TBD – Exit Briefing</td>
</tr>
<tr>
<td>Checks-in hotel</td>
<td>Morning Rally</td>
<td>Morning Rally</td>
<td>Morning Rally</td>
<td>Departs for Home</td>
<td>for USSOUTHCOM</td>
</tr>
<tr>
<td>1500 – Team meeting &amp; Entrance Briefing for USSOUTHCOM Deputy J-2</td>
<td>0800 – Team Lead Office Call with J-2</td>
<td>1530 – Team Hot-wash</td>
<td>0830 – 0930 Entrance Briefing for USSOUTHCOM Staff</td>
<td>with J-2</td>
<td>Command</td>
</tr>
<tr>
<td>0745 – Team Morning Rally</td>
<td>0800 – Team Lead Office Call with J-2</td>
<td>1530 – Team Hot-wash</td>
<td>0945 Team Lead Office Call with J-2</td>
<td></td>
<td></td>
</tr>
<tr>
<td>0800 – 0830 Entrance Briefing for USSOUTHCOM Deputy Commander</td>
<td>0945 Team Lead Office Call with J-2</td>
<td>0800 – Morning Rally for Remaining Team Members</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>0830 – 0930 Entrance Briefing for USSOUTHCOM Staff</td>
<td>1530 – Team Hot-wash</td>
<td>0945 Team Lead Office Call with J-2</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>1530 – Team Hot-wash</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Unclassified
The Team

- Team Leader

- Personnel Security & Special Security Officer Operations
  - Information Security, Special Access Programs, Policy & Security Education & Awareness
  - Industrial Security
  - Operations Security & Cyber Security

- Physical Security, Technical Security, TEMPEST, & Counterintelligence

- Operations & Administrative Support
  - Information Assurance
  - USA Liaison

Unclassified
Questions and Discussion

"Let's Get Started"